**Unit 2 – Peer responses in the first collaborative discussion**

Hi <STUDENT\_NAME>,

Thank you for your informative and well-referenced post.

I agree with you that, besides the ACM code of ethics (ACM, 2023) and the BSC code of conduct (BSC, 2023), it is crucial to establish a psychologically safe environment for any genders, so that everyone can thrive and contribute to the computing profession. It is morally, ethically, and deontologically correct (Nyarko et al., 2021).

Best wishes,

Marianne
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**Peer response no. 2**

Hi <STUDENT\_NAME>,

Thank you for your well-researched post, which demonstrates very good critical thinking.

Especially considering Software as a Medical Device (SaMD) approved by the FDA (Webb & Dayal, 2017), it is crucial to ensure that configurations are decoupled, thus being more maintainable and auditable, and not hard coded in the software (Bachmann et al., 2010). Furthermore, there is lack of appropriate secret management, even in more advanced applications leveraging Artificial Intelligence (AI) (Papaioannou et al., 2022). Do you think that going back to these ‘basics’ of Software Engineering before being able to work in SaMD projects involving advanced technologies, such as AI, should be enforced and evaluated from a regulatory standpoint to prevent these issues systematically as much as possible?

Best wishes,

Marianne
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